THE SECURITY DISCONNECT ALY

In a recent survey, Wind River found a significant
disconnect between what business executives
perceive is happening around security issues and what
is actually being implemented in their organizations.
Take a look at the survey results below, along with
some key takeaways.
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More simulated threat tests should be
employed in-house.
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Teams can augment their security gaps with
experts who have deep industry experience, such

INSIGHT o as Wind River Professional Services.

o— I
KEY | Lo
|

a—
THE DISCONNECT @

0 e o o @
Wh AT'S ROLE IN

say that Al will play a role in their SEB“RING
embedded devices,

EMBEDDED
SYSTEMS

@ B0%

of individual contributors e
say that their company has no
current plans to use Al at all.

*KEY Al will play a greater role in future designs,
INSIGHT @Il g but it is much harder to implement in current
design methodologies.

IN SUMMARY

Security disconnects can be
prevented with an agreed-upon
security policy. Wind River can
assist companies with building a
security policy to meet the unique
requirements of any device or
system deploying into a variety of
operational environments.

APPLICABLE INDUSTRIES
Automotive ® Telecom ® Aerospace ® Energy ® Robotics
Medical ¢ Defense ® Industrial ® Many Others

Visit www.windriver.com/secure-now/ to learn more.




